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	Reason for change:
	1) When HO is in progress (it learns based on rejection of N2 requests triggered by SMF), SMF should hold the N2 signaling and attempt to send it after HO completion or cancellation. It is currently unclear what SMF should do with the signaling during the HO.

2) Target ID is used to identify the Target RAN. It also includes PLMN Information. T-AMF ID is referring to the target AMF ID. These 2 are independent parameters but they seem to be missing as part of Service Operation. Steps referring to these from N2 HO procedure:
4.
[Conditional] T-AMF to SMF: Nsmf_PDUSession_UpdateSMContext (PDU Session ID, Target ID, T-AMF ID).

For each PDU Session indicated by S-RAN as an N2 Handover candidate based on the PDU Session IDs in the N2 Information, the AMF invokes the Nsmf_PDUSession_UpdateSMContext Request per PDU Session to the associated SMF.


PDU Session ID indicates a PDU Session candidate for N2 Handover. Target ID as the UE location information.


If the (T-)AMF detects that the UE moves into a non-allowed area based on Service area restrictions, the (T-)AMF notifies each SMF corresponding to the list of PDU Sessions received from the Handover Required message that the UE is only reachable for regulatory prioritized services.

If the S-NSSAI associated with PDU Session is not available in the T-AMF, the T-AMF does not invoke Nsmf_PDUSession_UpdateSMContext for this PDU Session.
This is not reflected in the spec at this time. It is proposed to fix this.
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* * * * Start Change * * *.*
4.9
Handover procedures

4.9.1.2
Xn based inter NG-RAN handover

4.9.1.2.1
General

Clause 4.9.1.2 includes details regarding the Xn based inter NG-RAN handover with and without UPF re-allocation.

The handover preparation and execution phases are performed as specified in TS 38.300 [9], in case of handover to a shared network, source NG-RAN determines a PLMN to be used in the target network as specified by TS 23.501 [2]. If the serving PLMN changes during Xn-based handover, the source NG-RAN node shall indicate to the target NG-RAN node (in the Handover Restriction List) the selected PLMN ID to be used in the target network.

If the AMF receives a rejection to a N2 interface procedure (e.g. Location reporting control; NAS message transfer; QoS Flow establishment/modification/release; etc.) from the NG-RAN with an indication that a Xn based handover procedure is in progress, the AMF shall reattempt the same N2 interface procedure either when the handover is complete or the handover is deemed to have failed. The failure is known by expiry of the timer guarding the N2 interface procedure.
Upon reception for an SMF initiated N2 request(s) with an indication that the request has been temporarily rejected due to handover procedure in progress, the SMF start a locally configured guard timer. Any NF (e.g. the SMF) should hold any signalling messages targeted towards AMF for a given UE during the handover preparation phase until handover execution is completed or handover has failed/cancelled. The NF (e.g. the SMF) shall re-attempt, up to a pre-configured number of times, when either it detects that the handover is completed or has failed using message reception or at expiry of the guard timer.
* * * * Next Change * * *.*
4.9.1.3
Inter NG-RAN node N2 based handover

4.9.1.3.1
General

Clause 4.9.1.3 includes details regarding the inter NG-RAN node N2 based handover without Xn interface.

The source NG-RAN decides to initiate an N2-based handover to the target NG-RAN. This can be triggered, for example, due to new radio conditions or load balancing, if there is no Xn connectivity to the target NG-RAN, an error indication from the target NG-RAN after an unsuccessful Xn-based handover (i.e. no IP connectivity between T-RAN and S-UPF), or based on dynamic information learnt by the S-RAN.

The availability of a direct forwarding path is determined in the source NG-RAN and indicated to the SMFs. If IP connectivity is available between the source and target NG-RAN and security association(s) is in place between them, a direct forwarding path is available.

If a direct forwarding path is not available, indirect forwarding may be used. The SMFs use the indication from the source NG-RAN to determine whether to apply indirect forwarding.

In the case of handover to a shared network, the source NG-RAN determines a PLMN to be used in the target network as specified by TS 23.501 [2]. The source NG-RAN shall indicate the selected PLMN ID to be used in the target network to the AMF as part of the Tracking Area sent in the HO Required message.

If the AMF receives a rejection to a N2 interface procedure (e.g. NAS message transfer; Location reporting control; QoS Flow establishment/modification/release; etc.) from the NG-RAN with an indication that an Inter NG-RAN node handover procedure is in progress, the AMF shall reattempt the same N2 interface procedure either when the handover is complete or the handover is deemed to have failed if the AMF is still the serving AMF. If the Inter NG-RAN node handover changes the serving AMF, the source AMF shall terminate any other ongoing N2 interface procedures except the handover procedure.

In order to minimize the number of procedures rejected by NG-RAN, the AMF should pause non-handover related N2 interface procedures (e.g. downlink NAS message transfer, Location report control, etc.) while a handover is ongoing (i.e. from the time that a Handover Required has been received until either the Handover procedure has succeeded (Handover Notify) or failed (Handover Failure)) and continue them once the Handover procedure has completed if the AMF is still the serving AMF.

If during the handover procedure the AMF detects that the AMF needs be changed, the AMF shall reject any SMF initiated N2 request received since handover procedure started and shall include an indication that the request has been temporarily rejected due to handover procedure in progress.

Upon reception for an SMF initiated N2 request(s) with an indication that the request has been temporarily rejected due to handover procedure in progress, the SMF start a locally configured guard timer. The SMF should hold any signalling messages targeted towards AMF for a given UE during the handover preparation phase until handover execution is completed or handover has failed/cancelled. The SMF shall re-attempt, up to a pre-configured number of times, when either it detects that the handover is completed or has failed using message reception or at expiry of the guard timer.

In the case of home routed roaming scenario, the SMF in the Inter NG-RAN node N2 based handover procedure (Figure 4.9.1.3.2-1 and Figure 4.9.1.3.3-1) interacting with the S-UPF, T-UPF, S-AMF and T-AMF is the V-SMF, and the SMF (Figure 4.9.1.3.3-1) interacting with the UPF (PSA) is the H-SMF.

* * * * Next Change * * *.*
5.2.8.2.6
Nsmf_PDUSession_Update SM Context service operation

Service operation name: Nsmf_PDUSession_Update SM Context.

Description: It allows to update the AMF-SMF association to support a PDU Session and/or to provide SMF with N1/N2 SM information received from the UE or from the AN.

Input, Required: SUPI.
Input, Optional: PDU Session ID, N1 SM container received from the UE, N2 SM information received from the AN (e.g. N3 addressing information, notification indicating that the QoS targets cannot be fulfilled for a QFI), Operation Type (e.g. UP activate, UP deactivate, UP To Be Switched), Serving GW Address(es) and Serving GW DL TEID(s) for data forwarding during HO from 5GS to EPS, UE location information, AN type, UE Time Zone, H-SMF identifier/address, EBI(s) to be revoked, PDU Session(s) to be re-activated, UE EPS PDN Connection, Direct Forwarding Flag, ARP list, S-NSSAI, Data Forwarding Tunnel (setup/release), Target ID, Target AMF ID.
Output, Required: Result Indication.
Output, Optional: PDU Session ID, Cause, released EBI list, allocated EBI information, N2 SM information (e.g. QFI, UE location information, notification indication indicating that the QoS targets cannot be fulfilled), N1 SM container to be transferred to the AN/UE.

See clause 4.3.3.2 and clause 4.3.3.3 for an example usage of this service operation.
See clause 4.9.1.2.2 for the usage of the "UP To Be Switched" Operation Type.

For the use of the "EBI(s) to be revoked" information, see clause 4.11.1.4.
For the use of the "Direct Forwarding Flag", see clause 4.11.1.2.2.2.

If the consumer NF is AMF and the SMF determines that some EBIs are not needed, the SMF will put the EBIs back in the released EBI list.
If the consumer NF is AMF and Inter-system mobility happens, the SMF sends allocated EBI information to AMF.
If the ARP of Qos flow is changed, the SMF uses this operation to update EBI-ARP information in the AMF.

If the NF consumer is AMF and AMF has PDU Session ID information, the PDU Session ID is mandatory for Input parameters. If the AMF does not have PDU Session ID, the PDU Session ID is not required for Input, and is required for Output.
* * * * End Change * * *.*[image: image1.png]
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